GENERAL DATA
el PROTEGTION REGULATION

(GDPR) =

WE RECOMMEND ALL ORGANIZATIONS
TAKE THESE FOUNDATIONAL STEPS TO
BUILDING A GDPR COMPLIANCE PLAN:

COMPLIANCE FOR
GLOBAL ORGANIZATIONS

Do you sell products or services to organizations with

v Policy Development
Deliver policy templates so stakeholders
understand context.

citizens residing in the EU? Is your business required to
comply with GDPR as defined by the EU Commission?

GreyCastle Security can help you identify your
+ Scope
Inventory where EU data is stored. Perform
and refresh Data Classification Inventory.

regulatory needs and what it will take to get you
compliant.

+/ Business Decisions
Reduce scope, remove GDPR data where
possible.

Our documentation includes policies, standards, service
plans and processes necessary to GDPR requirements. g8 |

v/ Gap Assessment

e Assess residual areas based on GDPR
- WM Visitus at

jreycastlesecurity.com

~ for more information & let
GreyCastle Security redefine

cybersecurity for you.

controls.

+/ GAP Report & Recommendations
Executive summary of gaps and
recommendations.

+ Risk Treatment Plan
Remediation plan, plan owners, target dates,
potential budget needs, etc.
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